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reverberate throughout the economy, as industries that rely on the innovative software 
produced by US software companies could be forced to bear the added costs brought on 
by the tariffs or seek out potentially inferior offerings from international competitors who are 
not subject to them. 

Many BSA members have significant and long-standing presences in China and have seen 
first-hand the challenges and evolution of China's policies in the technology sector. In its 
comments to the USTR at the outset of the Administration's Section 301 investigation into 
China's trading practices, BSA highlighted several specific areas of concern: (a) foreign 
direct investment restrictions, including policies relating to Value-Added 
Telecommunications Services (VATS); (b) restrictions on cross-border data transfers; (c) 
requirements for source code and enterprise standard disclosure; and (d) reliance on 
indigenous technical standards. BSA reiterates its call for both the US and Chinese 
governments to engage in dialogue toward achieving mutually beneficial solutions to these 
challenges. Specifically, BSA would prioritize the following issues to be addressed through 
such dialogue: 

(1) VATS Licensing Requirements. Notwithstanding recent Chinese measures to
liberalize restrictions on value-added services, telecommunications and information
technology products remain overly and unfairly restricted. BSA urges the USTR to
seek a loosening of restrictions to ensure equitable market access and enable
foreign businesses to compete in these arenas on a level playing field.

(2) Cross-B order Data Transfer Restrictions. Cross-border data transfers are
increasingly essential for global businesses that depend on cloud computing and
other data-centric technologies. BSA urges the USTR to seek a loosening of
Chinese restrictions on cross-- border data transfers, including by seeking to align
China's definitions of critical infrastructure information and personal information,
which underpin many of its most problematic regulations, with internationally
recognized standards and best practices.

(3) Clarification of Security Reviews. China continues to develop policies, processes,
and standards for conducting security reviews mandated by the Cybersecurity Law
and other laws and policies. As these efforts proceed, BSA urges the USTR to
seek a clarification by the Government of China that source code and enterprise
standards disclosure will not be required under security reviews, and that security
reviews can be conducted by internationally accredited international third-party
certification authorities.

In addressing these concerns, BSA urges USTR to engage in dialogue with the 
Government of China and other affected trade partners that can lead to meaningful 
solutions to the problems identified and a sounder mutual foundation for addressing 
concerns going forward. 

BSA thanks USTR for the opportunity to share these perspectives. 
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Sincerely, 
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Tommy Ross 
Senior Director, Policy 




